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sensor” into participatory sensing and allows the public crowd to contribute human observations as well as sensor measurements from their mobile devices. We specifically address two issues: incentive and extensibility, where the former refers to motivating participants to contribute high-quality data while the latter refers to accommodating heterogeneous and uncertain data sources. To address the incentive issue, we design an incentive engine to attract high-quality contributed data independent of data modalities. This engine works together with a novel social network that we introduce into participatory sensing, where participants are linked together and interact with each other based on data quality and quantity they have contributed. To address the extensibility issue, the proposed framework embodies application-agnostic design and provides an interface to external datasets. To demonstrate and verify this framework, we have developed a prototype mobile application called imReporter, which crowdsources hybrid (image-text) reports from participants in an urban city, and incorporates an external dataset from a public data mall. A pilot study was also carried out with 15 participants for 3 consecutive weeks, and the result confirms that our proposed framework fulfills its design goals.

Leonardo Barreto Campos (Instituto Federal de Educação, Ciência e Tecnologia da Bahia, Brazil) and Carlos E. Cugnasca (Universidade de São Paulo, Brazil) 

The next-generation Internet points to a scenario in which things and people will be able to share information with each other from small ubiquitous sensor devices. The main paradigm supporting this revolution is known as Internet of Things (IoT). Several researchers, consortiums and companies proposed their architectures for IoT. However, quality attributes are not fully considered. Thus, this work shows an evaluation of the main existing IoT architectures. The evaluation criteria were based on the ISO/IEC 25000 standard. It was possible to observe the consolidation of a few attributes and the existence of various quality attributes rarely considered.

The Adaptive Recommendation Mechanism for Traffic Sign in Smart City
Gwo-Juin Horng (Fortune Institute of Technology, Taiwan)

This paper proposes a novel cognitive traffic signs approach. We considered several traffic signs including: right turn ban, “Be careful pedestrian!”, “Car Park”, etc. The cognitive radio (CR) devices on the traffic signs transmit signals to the on-board-unit (OBU) on the car. We assume that radio frequency devices are attached to the traffic signs in the urban area. Traffic signals are transmitted to cars at every t time. We consider the use of direction of arrival (DOA) model on the OBU/unit on the car to receive the signals. The radio devices must be the same direction as the driving direction in two-way street such that cars in the opposite direction will not receive the signals. Driving direction and the traffic signs are usually in the same direction. The current study evaluates the performance of the approach by conducting computing simulations. The major contribution of this paper including: 1) Reduction of accidents caused by mistaken judgments of the traffic light; 2) Preventing low traffic light recognition arise from the weather; 3) Customizing traffic signals; 4) Enhancement of car safety and pedestrian safety.

Smart Gateway Based Communication for Cloud of Things
Mohammad Aazam (Kyung Hee University, South Korea), Pham Phuoc Hung (Kyung Hee University, South Korea), and Eui-Nam Huh (Kyung Hee University, South Korea)

Integration of Internet of Things with Cloud Computing is gaining importance, with the way the trend is going on in ubiquitous computing world. Literally, everything is going to be connected to the Internet and its data will be used for various progressive purposes, creating not only information from it, but also, knowl-edge and even wisdom. Internet of Things (IoT) becoming so pervasive that it is becoming important to integrate it with the computing because of the amount of data IoT could generate and their requirement to have the privilege of virtual resource utilization and storage capacity, but also, to make it possible to create more usefulness from the data generated by IoT and develop smart applications for the users. Integration of IoT with Cloud Computing, referred here as Cloud of Things, requires smart gateway to perform the rich tasks and pre-processing, which sensors and light to IoTs are not capable of doing. This paper focuses on some of the key challenges involved in CoT and the proposal of smart gateway based communication.

Ambient Amp: An Open Framework for Dynamically Augmenting Legacy Websites with Context-awareness
Darren Carlson (National University of Singapore, Singapore) and Lukas Ruge (Universität zu Lübeck, Germany)

Emerging context frameworks enable Websites to interact with the Internet of Things directly from the browser; however, Websites must be specifically designed to utilize such context framework support. As such, the majority of “legacy” Websites remains context-unaware. This paper presents Ambient Amp, an open framework for dynamically as well as legacy Websites with context awareness. It enables Websites with carbon footprint, require no additional software; requiring significant browser extensions, proxies or Website reengineering. Amp provides an extensible Bookmarklet framework that serves as a conduit between the

CCT: Connect and Control Things – A Novel Mobile Application to Manage M2M Devices and Endpoints
Soumya Kanti Datta (EURECOM, France), Christian Bonnet (EURECOM, France), and Naïd Nikaein (EURECOM, France)

This paper presents a novel application that allows mobile clients to interact with M2M devices and endpoints in real time. The application “Connect and Control Things” (CCT) is designed to discover things, receive data from the sensors, control the actuators and generate alarms in real time. The novel capabilities of CCT are: (i) dynamic discovery of device and endpoint, (ii) real time interaction with sensors and actuators associated to M2M devices, (iii) benefit from Sensor Markup Language (SemML) representation, (iv) supporting extension of SemML capabilities for actuators and (v) learning actuators’ resources and control them. The architectural design, prototypes implementation, flow of network operations and a real-life test scenario are illustrated. The prototype Android application registers higher CPU usage and power consumption due to intense network operations and parsing sensor metadata repeatedly. We have proposed several optimization techniques to reduce the CPU load, network data usage and overall power consumption. Two use cases of the application have been discussed. Finally the paper summarizes the conclusions and contributes with the future research directions.

High-level States with CoAP: Giving Meaning to Raw Sensor Values to Support IoT Applications
Richard Mietz (Universität zu Lübeck, Germany), Philipp Abraham (Universität zu Lübeck, Germany), and Kay Römer (Graz University of Technology, Austria)

The number of sensors pervading our everyday life, e.g., in smartphones, cars, and buildings, is constantly increasing. These sensors, which are typically embedded into resource constrained devices such as sensor nodes or smartphones, allow measuring the state of the entities they observe or are attached to. If this information is accessible via the Internet, they can contribute to the Internet of Things (IoT), where real-world objects have virtual representations. The standardization process for a low-power and efficient communication protocol stack for these constrained devices is in full swing. The Constrained Application Protocol (CoAP) on the application layer allows retrieving data from devices (e.g., metadata) and its sensors (e.g., sensor measurements). This information can be used in a variety of new real-time real-world applications. However, since it is sufficient and desirable not to communicate raw sensor readings but abstractions, i.e., high-level states of the observed entities. Furthermore, as resource constrained devices will be accessible by everyone on the Internet, mechanism to reduce energy consumption play a key role. This paper presents a new option for CoAP which contributes to these two requirements as it allows the creation of high-level states from raw sensor readings. We show that the option can reduce the number of messages when observing a sensor resource which can substantially decrease energy consumption.

Internet of Things Architectures: An Evaluation of Quality Attributes

A P2P Streaming System for Delivering Sensor Data Streams with Different Collection Cycles
Yoshimasa Ishi (Osaka University, Japan), Tomoya Kawakami (Kobe University, Japan), Tomoki Yoshitaka (Osaka University, Japan), and Yuichi Teranishi (National Institute of Information and Communications Technology, Japan)

Due to the increasing use of sensors, as well as security cameras and environmental sensors, sensor data stream delivery, the delivery of sensor data through cyclic collection, is attracting considerable attention. Various methods for distributing communication loads, when delivering the same sensor data streams to multiple clients, have been investigated. Our research team developed a peer-to-peer streaming system for distributing communication loads when delivering sensor data streams with different data collection cycles. In this study, we performed a comparative system evaluation utilizing the JGN-X PIAX testbed provided by the NICT.
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Abstract—Integration of Internet of Things with Cloud Computing is gaining importance, with the way the trend is going on in ubiquitous computing world. Literally, everything is going to be connected to the Internet and its data will be used for various progressive purposes, creating not only information from it, but also, knowledge and even wisdom. Internet of Things (IoT) becoming so pervasive that it is becoming important to integrate it with cloud computing because of the amount of data IoT’s could generate and their requirement to have the privilege of virtual resource utilization and storage capacity, but also, to make it possible to create more usefulness from the data generated by IoT’s and develop smart applications for the users. Integration of IoT with Cloud Computing, referred here as Cloud of Things, requires smart gateway to perform the rich tasks and preprocessing, which sensors and light IoTs are not capable of doing. This paper focuses on some of the key challenges involved in CoT and the proposal of smart gateway based communication.
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I. INTRODUCTION

Internet of Things (IoT) is no more a buzzword now. Productive work is going on in this area of next generation Internet. IoT’s and cloud computing need to be integrated, since IoTs are going to expand and produce a lot of data. With the trend going on, in near future, number of connected devices would be hundreds of times larger than the number of people connected. It is expected that by 2012, 20 households would have been generating more Internet traffic than the whole Internet used to do in year 2008 [1].

A. Internet of Things

IoT, the term first introduced by Kevin Ashton in 1998, is a future of Internet and ubiquitous computing [2]. This technological revolution represents the future of connectivity and reachability. In IoT, ‘things’ refer to any object on the face of the Earth, whether it is a communicating device or a non-communicating dumb object. From a smart device to a leaf of a tree or a bottle of beverage, anything can be part of Internet. The objects become communicating nodes over the Internet, through data communication means, primarily through Radio Frequency Identification (RFID) tags. IoT include smart objects as well. Smart objects are those objects that are not only physical entities, but also digital ones and perform some tasks for humans and the environment. This is why, IoT is not only hardware and software paradigm, but also include interaction and social aspects as well [3]. The architecture of IoT is usually considered to be 3-layer, with Perception layer, Network layer, and Application layer, but some [4][2] add two more layers: Middleware layer and Business layer. This five layer architecture is described in figure 1.
Perception layer is the lowest layer in the IoT architecture. As the name suggests, its purpose is to perceive the data from environment. All the data collection and data sensing part is done on this layer [5]. Sensors, bar code labels, RFID tags, GPS, and camera, lie in this layer. Identifying object/thing and gathering data is the main purpose of this layer.

Network layer collects the data perceived by the Perception layer. Network layer is like the Network and Transport layer of OSI model. It collects the data from the lower layer and sends to the Internet. Network layer may only include a gateway, having one interface connected to the sensor network and another to the Internet. In some scenarios, it may include network management center or information processing center.

Middleware layer receives data from Network layer. Its purpose is service management and storage of data. It also performs information processing and takes decisions automatically based on results. It then passes the output to the next layer, the Application layer [4].

Application layer performs the final presentation of data. Application layer receives information from the Middleware layer and provides global management of the application presenting that information, based on the information processed by Middleware layer. Depending upon the type of devices and their purpose in Perception layer and then on the way they have been processed by the Middleware layer, according to the needs of user, Application layer presents the data in the form of: smart city, smart home, smart transportation, vehicle tracking, smart farming, smart health and other many kinds of applications [4].

Business layer is all about making money from the service being provided. Data received at the application layer is molded into a meaningful service and then further services are created from those existing services. Furthermore, information is processed to make it knowledge and further efficient means of usage make it wisdom, which can earn a good amount of money to the service provider.

IoT works on the basis of Machine-to-Machine (M2M) communications, but not limited to it. M2M refers to communication between two machines, without human intervention. In IoT, even non-connected entities can become part of IoT, with a data communicating device, like a bar-code or an RFID tag, sensed through a device (may even be a smart phone sensing it), which eventually is connected to the Internet. In IoT, non-intelligent objects, known as ‘things’ in IoT terminology, become the communicating nodes.

B. Cloud Computing

Cloud computing, the recent trend in IT, takes computing from desktop to the whole World Wide Web and yet, the user doesn’t need to worry about maintenance and managing all the resources. User has to bear only the cost of usage of service(s), which is called, pay-as-you-use, in cloud computing terms. With this cloud computing, a smart phone can become an interface to large data center. Cloud computing is extended form of distributed computing, parallel computing, and grid computing [6], [7], [8], and [9]. Cloud computing provides ubiquitous access to the content, without the hassle of keeping large storage and computing devices. Sharing large amount of media content is another feature that cloud computing provides.

II. Cloud of Things

We are moving towards web3, the ubiquitous computing web. Since 2011, number of connected devices has already exceeded the number of people on Earth. Already, connected devices have reached 9 billion and are expected to grow more rapidly and reach 24 billion by 2020 [10]. Since, number of connected devices is rapidly increasing, so there is going to be a lot of data as well. Storing that data locally and temporarily will not be possible any more. There is going to be a need of rental storage space. Also, this huge amount of data must also be utilized in the way it deserved. Data must not only be processed to form information and further, to form knowledge, but it should be made a mean of wisdom for the user. This asks for more processing, which is not possible at the IoT end, where devices are low cost and light-weight. Again, processing and computation must also be available there on rental basis. All this is possible with cloud computing. IoT and cloud computing working in integration makes a new paradigm, which we have termed here as Cloud of Things (CoT). Figure 2 presents an overall communication pattern of CoT.
III. ISSUES IN CLOUD OF THINGS

It is not going to be that simple to allow everything become part of IoT and then having all the resources available through cloud computing. There lies some issues that have to be taken care of to allow CoT prevail, for the betterment of the world in general and humanity in specific. Other than data and resources, cloud has to deal with the business point of view as well. CoT will create more business opportunities, making it bigger threat from the attackers. Security, privacy, and specially, identity protection becomes very important in hybrid clouds, where there is an essence of private and public clouds, used by businesses [10]. In CoT, heterogeneous networks will be involved, which support different types of data and services. The network must have the flexibility to support all types of data, according to their requirements, with QoS support [10]. Some of the key issues are discussed below.

1) Protocol support

For different things to be connected to the Internet, different protocols will be there in use. Even if there are homogenous entities, for example a sensor IoT, then there is a possibility that sensors may be working on different protocols, like: WirelessHART, ZigBee, IEEE 1451, and 6LOWPAN. As shown in figure 3, some of the protocols will be supported by the gateway device, while some protocols might not have a support.

2) Energy efficiency

With sensor networks everywhere and connectivity with the cloud will lead to a lot of data communication, which consumes a lot of power. A typical wireless is composed of four components: sensing unit, processing unit, transceiver, and power unit. In case of video sensing, video encoding and decoding, power plays a vital role. Normally, video encoding is more complex, as compared to decoding. The reason behind this is that for efficient compression, the encoder has to analyze the redundancy in the video [1]. It is not going be suitable to have a temporary power supply, like batteries and have to replace them every now and then. With billions of sensors and low power devices, it is beyond possibility. Having efficient usage of energy and rather permanent power supply would be required. There should be means for sensors to generate power from the environment, like, solar energy, vibration, and air [11]. Also, effective sleep mode can be very handy in this regard as well.

3) Resource allocation

When IoT’s of entirely different and unexpected things would be asking for resources on a cloud, resource allocation would be a challenge. Because it would be very difficult to decide how much a particular resource may be required by an entity or a particular IoT. Depending upon the sensor and the purpose for which sensor is being used, the type, amount, and frequency of data generation, resource allocation has to be
mapped. Sending a sample packet from the newly added node can also be useful.

4) Identity management

Communicating nodes over the Internet are identified uniquely. When objects are becoming part of Internet (IoT), they also need a unique identification. Also, in case of mobile devices, like mobile sensor nodes on vehicles and other objects, need to have identity mapping in the new network they have just entered. Since IPv6 address space is believed to be enough to support even this kind of ubiquitous networking, assigning IPv6 addresses can be more than a reasonable way in this regard.

5) IPv6 deployment

If IPv6 is to be used for the identification of communicating objects, then formal deployment of IPv6 would also be an issue. Unless a proper, standardized, and efficient mechanism of IPv4-IPv6 coexistence is adopted, objects being assigned IPv6 would be of no great benefit. We present more work on it in [13].

6) Service discovery

With Cloud of Things, the cloud manager or broker has the responsibility to discover new services for the users. In IoT, any object can become part of it at any moment and can leave the IoT at any moment. Some of the IoT nodes may also be mobile. It would be an issue to discover new services and their status and update the service advertisement accordingly. For complex and bigger IoT’s, there may be a need of IoT manager as well, which can perform the responsibility of managing the status of IoT nodes, track mobile nodes and keep the updated status of existing nodes and newly added nodes of its IoT. A uniform way of service discovery would be required for this purpose.

7) Quality of Service provisioning

As the amount of data increases and the type and unpredictability also comes into play, QoS becomes an issue. At any moment, any type and amount of data can be triggered. It may also be an emergency data as well. Dynamic prioritization of the requests would be required on cloud side [10]. QoS would mostly be measured in terms of bandwidth, delay, jitter, and packet loss ratio [14]. Depending upon the type of data and its urgency to be sent to the sync node, QoS must be supported. We have extended our work in [14].

8) Location of data storage

Location also matters for critical and latency or jitter sensitive data. Time sensitive data, like video, should be stored in the closest possible physical location to the user, so that minimum possible time should be involved in accessing big data. For multimedia data, nearest possible virtual storage server must be allocated.

9) Security and privacy

Security and privacy will become more of an issue with the kind of ubiquitous computing we are going to have in future. Data security would be an issue on IoT side as well as on cloud side. Similarly, in terms of privacy, more concern would be there. On Feb 01, 2013, it was read on The Independent [12], stating, “British internet users' personal information on major ‘cloud' storage services can be spied upon routinely by US authorities”. So, sensitive or private data must also be stored in a virtual storage server located inside the user’s country or trusted geographical domain, which can be a friendly country as well.

IV. SMART GATEWAY BASED COMMUNICATION

Extending our study in [16], we present smart CoT communication in this section.

When anything would be able to connect to the Internet and generate data, there is a possibility that at some stage it is no longer necessary to upload the data to the cloud or sync device. Momentarily, the data may not be required. In that scenario, either the device must be stopped from generating data or gateway device must decide when it is required to stop uploading the data and not to consume resources of the network and cloud, for that while. It will also help in efficient
utilization of power. For this purpose, the gateway device, connecting IoT to the cloud, should be having extra functionality to do a little processing before sending it to the Internet and eventually to the cloud. Based on the feedback from application, gateway must decide the timings and type of data to be sent. This kind of a gateway, we refer it here as ‘smart gateway’ would help in better utilization of network and cloud resources. The data collected from wireless sensor networks and IoTs will be transmitted through gateways to cloud. The received data is then stored in the cloud and from there it is provided as a service to the users. The generic communication of smart gateway with cloud and IoTs is presented in figure 5.

![Smart gateway, communicating data only when it is needed](image)

**Figure 5.** Smart gateway, communicating data only when it is needed

### A. Fog computing and Smart Gateway architecture

Smart gateway has to manage various aspects of underlying IoTs. Smart gateway performs a number of tasks, like, collecting the data and performing preprocessing, filtering the data and reconstructing it into more useful form, uploading only necessary data to the cloud, keeping check on IoT objects and sensors’ activities, keeping check on energy consumption of power constrained nodes of IoTs, security and privacy of the data, and overall service monitoring and management.

Fog Computing refers to bringing networking resources near the underlying networks. It is a network between the underlying networks and the clouds. Fog Computing extends the traditional Cloud Computing paradigm to the edge of the network, enabling creation of refined and better applications and services. Fog Computing is a highly virtualized platform, which provides computation, storage, and networking services between the end nodes in an IoT and traditional Clouds [15]. Fogs are not exclusively located at the edge of network. For smart communication, Fogs are going to play an important role. For many of the tasks a gateway has to perform, it is not possible for a gateway to do effectively being standalone. The underlying nodes and networks are not always physical. Virtual sensor nodes and virtual sensor networks are also requirements for various services. Similarly, temporary storage, preprocessing, data security and privacy, and other such tasks can be done easily and more efficiently in the presence of a smart network or Fog, co-located with the smart gateway. Fog computing allows real-time delivery of data, specially for delay sensitive and healthcare related services. It can perform the preprocessing smart tasks and notify the cloud, before cloud could further adapt that data into enhanced services.

Keeping in view all these things, the smart gateway is presented in layered architecture in figure 6. In the Physical and Virtualization layer, physical nodes, wireless sensor networks, virtual nodes, and virtual sensor networks are managed and maintained according to the needs. Monitoring layer monitors the activities of the underlying nodes and networks. Which node is performing what task, at what time and what is required from it next is monitored here. Other than this, the power constrained devices or nodes are monitored on their energy consumption basis as well, so that effective measures can be taken in time. Preprocessing layer performs data management related tasks. It analyzes the collected data, performs data filtering, trimming, and in the end, more meaningful and necessary data is generated. Data is then temporarily stored on the Fog resources. Once the data is uploaded on the cloud and it is no more required to be stored locally, that data is then removed from the storage media. IoTs and WSNs may generate some private data as well. Ubiquitous healthcare and smart healthcare services generate private data of the patients. Similarly, location aware data may also be sensitive in some cases, which should be made secure. This is where Security layer comes into play. In the end, the ready-to-send data is then uploaded to the cloud, burdening the core only to the extent it had to be burdened and allowing cloud create more useful services. Transport layer handles this task.
V. CONCLUSION AND FUTURE WORK

This paper discusses about the expanding IoT’s and their integration with cloud computing, for enhanced and more useful service provisioning to the user and efficient utilization of resources. This integration or working in coordination, termed here as Cloud of Things (CoT), involves some key challenges as well, which have been discussed in this paper. More study on the impact of these issues, specially, keeping in view the type of IoT and type of service being provided, can be done in the future. Some of the data being generated by a specific IoT may require special type of storage and development of application on it. This can as well be a potential future work in this regard.
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